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draft-leymann-mpls-seamless-
mpls-03 

•  This documents describes an architecture which can be used to 
extend MPLS networks to integrate access and aggregation 
networks into a single MPLS domain ("Seamless MPLS").  The 
Seamless MPLS approach is based on existing and well known 
protocols.  It provides a highly flexible and a scalable architecture 
and the possibility to integrate 100.000 of nodes.  The separation of 
the service and transport plane is one of the key elements; 
Seamless MPLS provides end to end service independent transport.  
Therefore it removes the need for service specific configurations in 
network transport nodes (without end to end transport MPLS, some 
additional services nodes/configurations would be required to glue 
each transport domain).   
This draft defines a routing architecture using existing standardized 
protocols.  It does not invent any new protocols or defines 
extensions to existing protocols. 
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Use Cases 
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Changes -02 to -03 

•  Updates: 
– 5.1.8.4. Local Protection using Anycast  
– 5.1.8.5. Assessing loss of connectivity upon 

any failure 
– 5.1.8.6. Network Resiliency and Simplicity 
– Removed appendix A (already covered in the 

main text) 
– Added Maciek/Hannes (Juniper) as new 

authors  



Changes -02 to -03 

•  House-Keeping: 
– Several editorial changes 
– Fixed typos 
–  Integrated/addressed several comments from 

various individual submissions (mainly for 
clarification) 



Moving Forward 

•  Working Group Adoption 
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