[[ the most important changes:

- remove item 3 on application development and v4 dependencies
(already done)

- remove standardization of mechanisms from item 6

- remove responsibility of existing basic v6 transition mechanisms
- add new milestones and documents

existing issues still:
- "operational/security issue" is still a blurry concept
- should _someone_ be responsible for the protocols? [this is not
commonplace at IETF, though]
- the scenarios docs are still there, but they do not trigger any
protocol work
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Descri ption of Working G oup:

The gl obal depl oynent of IPv6 is underway, creating an |Pv4/lPv6
Internet consisting of IPvd-only, |IPv6-only and |IPv4/1Pv6 networks and
nodes. This deploynent nust be properly handled to avoid the division
of the Internet into separate | Pv4 and | Pv6 networks while ensuring

gl obal addressing and connectivity for all IPv4 and | Pv6 nodes.

The 1 Pv6 Qperations Wirking Group (v6ops) devel ops guidelines for the
operation of a shared |IPv4/1Pv6 Internet and provides gui dance for
network operators on how to deploy IPv6 into existing | Pv4-only
networks, as well as into new network install ations.

The v6ops working group will:

1. Solicit input fromnetwork operators and users to identify
operational or security issues with the IPv4/1Pv6 Internet, and
determ ne sol utions or workarounds to those issues. This includes
identifying standards work that is needed in other |ETF W& or
areas and working with those groups/areas to begin appropriate
wor k. These issues will be docunmented in Informational or BCP
RFCs, or in Internet-Drafts.

For exanple, inportant pieces of the Internet infrastructure
such as DNS, SMIP and SIP have specific operational issues when
they operate in a shared | Pv4/1Pv6 network. The v6ops WG wil |
cooperate with the relevant areas and Wes to document those

i ssues, and find protocol or operational solutions to those
probl ens.

2. Provide feedback to the I Pv6 WG regardi ng portions of the |Pv6
specifications that cause, or are likely to cause, operationa
or security concerns, and work with the 1Pv6 WG to resol ve
those concerns. This feedback will be published in
Internet-Drafts or RFCs.

4. Publish Informational or BCP RFCs that identify potential security
risks in the operation of shared |Pv4/|Pv6 networks, and docunent
operational practices to elimnate or nmtigate those risks. This
work will be done in cooperation with the Security area and ot her
rel evant areas or working groups.

5. Publish Informational or BCP RFCs that identify and anal yze sol utions
for deploying I Pv6 within conmon network environnments, such as
I SP Networ ks (including Core, HFC/ Cable, DSL & Dial -up networks),
Ent erpri se Networks, Unnanaged Networks (Honme/Small O fice), and
Cel | ul ar Net wor ks.

These docunents shoul d serve as useful guides to network
operators and users on how to deploy IPv6 within their existing
| Pv4 networks, as well as in new network install ations.

6. ldentify open operational or security issues with the depl oynent
scenari os docunented in (5) and fully docunment those open
issues in Internet-Drafts or Informational RFCs. Vérk—to—find
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| Pv6 operational and depl oynent issues with specific protocols or
technol ogi es (such as Applications, Transport Protocols, Routing
Protocols, DNS or Sub-IP Protocols) are the prinmary responsibility of
the groups or areas responsible for those protocols or technol ogi es.
However, the v6ops group will provide input to those areas/groups, as
needed, and cooperate with those areas/groups in devel opi ng and
review ng solutions to | Pv6 operational and depl oynent probl ens.

Specifying any protocols or transition mechanisms is out of scope of the WG.

CGoal s and M | est ones

Aug
Nov 04 e
Adopt IPv6-in-1Pv4 Tunnel i ng Reguirerents—to+ESGfor—tnfe
: : : using IPsec as a WG +—D item
Adopt document describing issues with NAT-PT as WG item
Adopt IPv6 Security Overview as WG item
Adopt IPv6 deployment using VLANs as WG item
Dec 04
Adopt ISP IPv6 Deployment Scenarios in Broadband Access Networks as WG item
Adopt I1Pv6 Network Architecture Protection as WG item
Jan 05
Submit I Pv6-in-1Pv4d Tunneling using IPsec to | ESG for Info
Submit IPv6 deployment using VLANs as WG item
Feb 05
Submit IPv6 Security Overviewto |ESG for Info
Feb—05
Submit document describing issues with NAT-PT to 1ESG for Info
Submit Enterprise Deployment Selutiens Analysiss to | ESG for BER Info
Apr 05 Submit IPv6 Network Architecture Protection to IESG for Info

May 05 Submit ISP IPv6 Deployment Scenarios in Broadband Access Networks to IESG for Infc



