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Changes for Authmeth -11

● Addressed almost all comments from 
mail list for -10 revision
– Draft reorganization is largely stabilized

● Added new section 2 outlining 
implementation requirements

● Added section 3.1.4 describing use of 
client certificates with StartTLS 



Changes for Authmeth -11

● Added section 4 on LDAP associations
– default state
– effect of failed bind
– invalidated associations



Open Issues

● Zero-length serverSaslCreds field vs. 
non-present serverSaslCreds field in 
final bind response

● Clarify wording of section 12--
Transmission of clear text password 
values--to ensure that scope of 
requirement is correct



Open Issues

● Review usage of connection 
terminology

● TLS Ciphersuites Recommendations 
(section 13.1)
– WG chairs will get some security review on this text to 

determine how to treat specific ciphersuites.



Next Steps

● Comments on -11 revision would be 
greatly appreciated in the next several 
days

● Expect -12 revision next week 
addressing most remaining issues from 
-10 plus any comments on -11 next 
week


