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Abstract

Many | SI'S depl oynments run on overl ay networks provisioned by neans of
pseudo-wires or L2-circuits. when the devices in the underlying
network go for maintenance, it is useful to divert the traffic away
fromthe specific node(s), to sone alternate paths, before the

mai nt enance is actually schedul ed. Since the nodes in the underlying
network are not visible to ISIS, existing Avoi dance of traffic

bl ackhol e mechani sm descri bed in [ RFC3277] cannot be used. It is
useful for routers in IS-1Srouting domain to be able to advertise a
link being in overload state to indicate inpending maintenance
activity in the underlying network devi ces.

Thi s docunent describes the protocol extensions to dissem nate |ink
overload information in IS-1S protocol.

Requi renent s Language

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMVENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

Status of this Mno

This Internet-Draft is submtted in full confornmance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (I1ETF). Note that other groups nmay al so distribute
wor ki ng docunments as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi mum of six nonths
and may be updated, replaced, or obsoleted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on Septenber 10, 2015.
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1. I nt roducti on

It is useful for routers in IS-I1Srouting domain to be able to
advertise a link being in overload state to indicate inpending

mai nt enance activity on the link. This docunent provides nechani sns
to advertise link overload state in the Link attributes TLV as
defined in [ RFC5029]

2. I SIS Link overl oad bit

The link-attribute sub-TLV is carried wwthin the TLV 22 and has a
format identical to the sub-TLV format used by the Traffic

Engi neering Extensions for IS 1S ([RFC3784]): 1 octet of sub-type, 1
octet of length of the value field of the sub-TLV foll owed by the
value field -- in this case, a 16 bit flags field.

The followng bit represents the Link in overl oad.

Li nk Overl oad: 0x04 When set, this indicates that the link is
over | oaded.

3. Elenents of procedure

The Link attributes sub TLV with link-overload bit set indicates that
the Link which carries the sub TLV is overl oaded. The node that has
the link going for maintenance, sets netric of the link to MAX-VETRI C
and re-originates the LSP. The netric in the reverse direction also
need to change to divert the traffic fromreverse direction. The
node SHOULD originate Link attributes sub TLV and set the overl oad
bit and originate the LSP and flood it in the respective I1S-1S |evel.

When the originator of the Link attributes sub TLV, purges the LSP or
re-originates it without the Link Overload bit set, the netric on the
renot e node SHOULD be changed back to the original val ue.

Based on the |ink type of the overloaded Iink, actions |isted bel ow
MAY be taken by the receiver.

3.1. Point-to-point Iinks

Wien a link attributes sub TLV with link overload bit set is received
for a point-to-point link the receiver SHOULD identify the |local Iink
whi ch corresponds to the overloaded Iink and set the nmetric to MAX-
METRI C. Receiver node MJST re-originate the LSP with the changed
metric and flood into the I1SIS | evel.
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3. 2. Br oadcast |i nks

Broadcast networks in ISIS are represented by a star topol ogy where
the Designated Internmediate System (DIS) is the central point to
which all other routers on the broadcast network connect. As a
result, routers on the broadcast network advertise only their

adj acency to the pseudo-node. As a result, routers on the broadcast
network advertise only their adjacency to the pseudo- node. Routers
that do not act as DI'S do not advertise adjacencies with each other.
DI S origi nates pseudo-node which contains adjacenices with all the
nei ghbors. For the Broadcast |inks, the MAX-METRI C on the outgoing
i nk cannot be changed since all the adjacencies are on sane |ink.
Setting the link cost to MAX- METRIC woul d i npact paths going via al
nei ghbors.

When a link-attributes sub TLV with |ink-overload bit set is received
by the renote end for a broadcast |ink.

- If it’s non DS for that |ink, SHOULD not take any action.

- If receiving node is DIS for the link, it MJST set the nmetric from
t he pseudo-node to the originator of the link overload bit to MAX-
METRI C and MUST re-originate the pseudo-node LSP and flood into the

I SI'S Level .

4. Backward conpatibility

The nmechani sm descri bed in the docunent is fully backward
conpatible.lt is required that the originator and receiver of [|ink-
overload bit understand the extensions defined in this docunent and
in case of broadcast links the originator and the DR need to
understand the extensions. Oher nodes in the network conpute based
on increased netric and hence the feature is backward conpati bl e.

5. Security Considerations

Thi s docunent does not introduce any further security issues other
t han those discussed in [I1SOL0589] and [ RFC1195].

6. | ANA Consi derati ons

This specification updates one ISIS registry: ISIS Link attributes
Sub TLV
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i) 0x04 -

Li nk overl oad bit
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