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Abstract

Thi s docunent presents and di scusses different use-case scenarios of
mobi ity anchor selection in Distributed Mbility Managenent (DW).

Status of this Mno

This Internet-Draft is submtted in full confornmance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (I1ETF). Note that other groups nmay al so distribute
wor ki ng docunments as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi mum of six nonths
and may be updated, replaced, or obsoleted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on January 12, 2014.
Copyright Notice

Copyright (c) 2013 I ETF Trust and the persons identified as the
docurment authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’s Legal
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
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to this docunent. Code Conponents extracted fromthis docunent nust
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1. Term nol ogy
| P- handover:

a handover of a nobile node at the P level resulting in an |IP
address change at the nobil e node.

New f | ow

a flow that did not undergo any | P-handover
Handover fl ow

a flow that did undergo one or nore |P-handovers.
New traffic:

the data traffic of the new fl ows.
Handover traffic:

the data traffic of the handover fl ows.
Current access router:

the access router where the nobile node is currently attached at
the IP | evel.

DW default node of nobility anchor sel ection:

new fl ows are always anchored at the current access router which
acts as the nobility anchor for these flows after an | P-handover.
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2.

I nt roducti on

Di stributed Mbility Managenent (DMM ains at overcom ng the
shortcom ngs of the existing IP nobility protocols, such as Mobile
| Pv6 [ RFC6275] and Proxy Mbile | Pv6 [ RFC5213], that are considered
centralized. It brings the nobility anchor closer to the nobile
node, down at the access routers level. This is the enabler of a
concept that is so-called dynamic nobility, where the nobile node
changes its nobility anchor for new flows. New flows are al ways
initiated using the nobile node’s current |IP address which is
configured using the prefix provided by the current access router.
The data traffic of these flows is then routed optimally until the
nobi | e node undergoes an | P-handover. However, upon an | P-handover,
tunnel i ng nmechani sns are needed with that access router, which is

t hen considered the nobility anchor of those flows initiated using
its prefix during the whole lifetime of those flows. |In what
follows, this is considered the DM default node of nobility anchor
sel ection.

If nost of the flows are short enough to not undergo one or nore |P-
handovers, it is expected that nost of the data traffic is routed
optimally. However, this assunption is not always valid and the

mobi lity anchor for new flows, when initiated, could be selected in a
nor e appropriate manner.

Wen a flowis initiated, it is assigned a nobility anchor that |asts
during its whole lifetine. Thus, selecting the nost appropriate
nmobility anchor for a flow when initiated can significantly enhance
the nobility managenent performance, e.g. |ess overhead, shorter end-
to-end delay. Thus, a DWMM solution should allow sel ecting and using
t he nost appropriate nobility anchor anong a set of distributed ones
[1-D.ietf-dmm best-practices-gap-analysis]. |In order to achieve
this, different nmetrics and contexts should be taken into
consideration. Distributing the nmobility anchor functionalities at
the access routers level allows considering several contexts such as
the nobile node’s nobility context, the application context, and the
net wor k cont ext .

Hereafter in this docunent, the considered contexts are presented and
then the different use-case scenarios are discussed.
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3. Consi dered contexts
3. 1. Mobi | e node cont ext

The nobile node’s nobility has an inportant effect on the nobility
anchor selection. For exanple, a nobile node with high nobility
under goes frequent |P-handovers. When considering DWW default node
of nmobility anchor selection, alnost all the traffic of such nobile
node i s handover traffic, noreover, the nunber of simnultaneous
anchors and tunnels may increase. On the other hand, flows of nobile
nodes with low nobility are nore likely to be initiated and

term nat ed before undergoi ng an | P-handover.

In addition, the nobile node’'s location with respect to the different
nmobi ity anchors influences selecting one of themfor new flows. For
exanpl e, locating the nobility anchor as close as possible to the
nmobi |l e node results in a shorter tunnel, and hence | ess tunneling
over head, when tunneling nechanisns are required. The nost
appropriate nobility anchor is the closest one to the nobile node
during the |onger portion of the flowlifetine. At the instant of
initiating a new flow, the current access router is the cl osest one
to the nobile node. However, the nobile node may undergo an | P-
handover and attach to another access router. \Whether the |onger
portion of the flowis before or after the |IP-handover has an effect
on selecting the nost appropriate nobility anchor for this flow

Mor eover, a nobile node nay have one or nore "typical |ocations”
where it attaches to the network nost of the tinme, e.g. at hone.

Thi s hel ps expecting the nobile node’s location for relatively |ong
durations and, consequently, in selecting the nost appropriate

nmobi ity anchor by using information about typical |ocation(s). Note
that sonme statistics show that users spend nore than 60% of their
time at hone and work [Cisco-VN].

Finally, the nobile node’s attachnents history is needed in order to

take into consideration the nobile node’s nobility and | ocation as
descri bed above.
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Figure 1. Mbbile node’s novenent in DVM network

3.2. Application context

Based on the application, the need of IP continuity and the fl ow
characteristics can be estimated. Wile applications that require IP
continuity cause the establishnment of tunnels in the access network
upon an | P-handover, applications that can tolerate an | P address
change at the application |layer, e.g. SlIP-based sessions, do not
[I-D.ietf-dnmrequirenents]. The nobility anchor selection is |ess
inmportant in the latter case due to the capability of changing the IP
address. In fact, there is no need for tunneling and hence no need
for a nobility anchor since the application can tol erate any change
in the IP address; hence, all the traffic is routed using standard
routi ng schenes.

In addition, the flow characteristics are highly dependent on the
application. Sone applications generate in general |ong flows such
as nultinedia (e.g. video stream ng), online gamng, large files
downl oadi ng, etc. (see Table 1 below); others generate in general
short flows such as TCP connections for HTTP and SMIP sessions. Long
flows are nore likely to undergo one or nore |P-handovers and
therefore the nobility anchor selection can play an inportant role to
enhance the nobility managenent performance. On the other hand,

short flows are nore likely to be initiated and term nated before an
| P- handover .

In the followi ng table, we present sone exanples on different types
of applications. For each application, we nention the expected (or
probable) traffic and nobility characteristics as well as the
possi bl e types of devices used for such application. The objective
of this list of applications is to show | ater sone possible real
mappi ng(s) for the different use-case scenari o0s.
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Fom e N N Fom e Fom e +
| Application | Traffic | Mbility | User Device | Comments |
I I Type I Nature | I I
o e Fom e e o Fom e e o o e o e +
| RT Gamng | Long flows | Stationary | Lapt op, | For gane

| | with IP | or nobile | t abl et | consol es, |
| | continuity | (depending | smartphone, | the device |
| | req | on game) | gamne | and traffic

| | | | consol e | characteris |
| | | | | tics could |
| | | | | be easily |
| | | | | predicted |
I I I I I I
| Audio/Video | Long flows | Stationary | Smartphone, | |
| conferencin | with IP | or nobile | t abl et | |
| 9 | continuity | | | apt op | |
I I req I I I I
| | | | | |
| Li ve | Long flows | Stationary | Lar ge | If alarge |
| streamng | with IP | or nobile | screen TV, | screen TV, |
| | PTV | continuity | | | apt op, | client is |
| | req | | t abl et | stationary.

| | | | smartphone | O herw se, |
| | | | | client is |
| | | | e
| Waze | Long flows | Mobi | e | Smartphone, | |
| | without IP | | dedicated | |
| | continuity | | car GPS | |
} } req } } (future) i i
| GoPro | Long flows | Mobi | e | GoPro | A typical |
| | with IP | | canera | location |
| | continuity | | | (Ski |
| | req | | | resort) |
| | | | | |
| Vi deo | Long flows | Stationary | Mobi | e | |
| Report | with IP | or nobile | surveillanc | |
| | continuity | | e, HD camer | |
I I req I | a I I
I I I I I I
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| Vi deo | Long flows | Mobi | e | Car TV, | I'f the car |
| streamng | with IP | | t abl et | is mainly |
| in vehicles | continuity | | smartphone | used in |
| | req | | | specific |
| | | | | nei ghborhoo |
| | | | | da typical |
| | | | | location i |
| | | | | srel evant |
I I I I I I
| Cantorder | Long flows | Stationary | Cancoder | |
| downl oad | wth IP | or nobile | | |
| | continuity | | | |
| R | | |
| HTTP and | Short | Stationary | Smartphone, | |
| SMIP | flows with | or nobile | t abl et | |
| sessions | I P | | | apt op | |
| | continuity | | | |
I I req I I I I
g N g g g +
Table 1

3. 3. Net wor k cont ext

When a nmobility anchor is assigned to a flow (when the flowis
initiated), it acts as a nobility anchor for this flow the whol e
flows lifetime. It is responsible to forward the flow s data
packets if the nobile node is physically attached to it. It is
responsible, in addition, to encapsul ate and de-capsulate the flow s
data packets if the nobile node is not attached to it and tunneling
mechani snms are used.

Even with distributed nobility anchors, the distribution of the
active nobile nodes in the network is not necessarily even. As a
result, sone nobility anchors are overl oaded nore than others. It is
t hen reasonable to take into consideration the estimted (or
projected) level of |oad of the nobility anchors as well as the
access network characteristics/resources when selecting one of them
for a new flow (the nmetrics for neasuring this level are left for
specific inplenentations).
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4. Use-case scenarios
4.1. Extrenely nobile nodes without any typical |ocation

Extrenme nobility could be due to either a high nobile node’s
speed, or a small access router’s coverage area, or both.

Scenario 1: running applications generating typically short flows

Short flows are nore likely to be initiated and term nated before
t he nobi |l e node undergoes an | P-handover. Even if a flow

experi ences an | P-handover, it is expected that the fl ow does not
| ast Iong after the |IP-handover. |In other words, nost of the
nobil e node’s traffic is newtraffic in this scenario. As a
result, the closest nobility anchor to the nobile node during the
| ongest portion of a flowis its current access router. It is
recommended then to al ways anchor new flows at the current access
router, which is the DMM default node of nobility anchor

sel ecti on.

A well known exanple on short flows is the TCP connections for
HTTP and SMIP sessi ons.

Scenario 2: running applications generating typically long flows

For extrenely nobile nodes, it is nore likely that a flow
experiences an | P-handover soon after being initiated. And since
the flows are long-lived, it is expected that a flowlasts for a
| ong duration after the |IP-handover(s). As a result, it could be
said that nost of the traffic is handover traffic in this
scenario. Whatever is the nobility anchor selection criterion,
nost of (alnost all) the nobile node’s data traffic needs
tunnel i ng nechani snms. Thus, the nmobility anchor sel ection cannot
play a significant role regarding the route optim zation or the
tunnel i ng overhead reduction.

However, there are nunber of consequences regarding the control

pl ane e.g. nunber of sinultaneous anchors/tunnels for a nobile
node and the related contexts and signaling |oads. First, let us
consider the DWM default node of nobility anchor selection. Since
new fl ows are always anchored at the current access router, each
flow initiated between two consecutive |IP-handovers is anchored at
a different nobility anchor. Wth extrenely nobile node, |ong
flows are expected to experience several |P-handovers and their
nmobility anchors are expected to be maintained for a | ong
duration. As a result, the nunber of sinultaneous anchors/tunnels
for a nobile node may increase as well as the related contexts and
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signaling loads. This affects the control plane negatively.

As the DWM default node does not achi eve data plane optim zation
in the scenario described above, it is reasonable to consider a
nore centralized approach for nobility anchor selection in order
to reduce the negative effects on the control plane. |If data
packets are going to be tunneled in both cases, managi ng a single
tunnel to a single nmobility anchor woul d be better than managi ng
several tunnels to several nobility anchors at the sane tine.

It is worth nentioning that the di scussion above is considering
applications that require | P-address continuity. On the other
hand, there is no issue regarding the applications that allow an
| P address change and manage nobility at the application |ayer
since they do not need nobility anchors as nentioned before.

Sone exanples on this scenario are (cf. Table 1) RT gam ng, audi o/
vi deo conferencing, live stream ng |IPTV, video report, video
stream ng in vehicles, and cantorder downl oad.

Scenario 3: running applications generating both |ong and short flows

In this case, short and long flows can be distingui shed when
selecting a nobility anchor for a flow, based on scenario 1 and
scenario 2. Short flows are always anchored at the current access
router; long flows are anchored based on a nore centralized
approach. In this way, data packets of short flows are generally
routed optimally and long flows do not introduce a | arge nunber of
si mul t aneous anchor s/ tunnel s.

4.2. Mbile nodes with one or nore typical |ocations

Scenari o 4: running applications generating typically short flows

As the flows are short, there is no expected benefit from having a
typical location. |If initiated when the nobile node is not at its
typical location, such flows are nore likely to end quickly before
t he nobi |l e node goes back to its typical |location. O herw se,
they would be initiated and term nated when the nobile node is at
its typical location. As a result, the current access router is
al ways the best nobility anchor for new fl ows and hence the DWM
default node of nobility anchor selection fits well this scenario.

When the car is used mainly for short distance usages, Waze (cf.
Tabl e 1) could be an exanple on this scenari o.
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Scenario 5: running applications generating typically long flows

In this scenario, having a typical location is expected to be
beneficial for the nobile node’s nobility anchor selection. As
nmenti oned before, the best nobility anchor for a flowis the

cl osest one to the nobile node during the I onger portion of this
flow Then, the best nobility anchor for a flow could be in sone
cases that of the typical location even if the flowis not
initiated there. For exanple, if the nobile node initiates a | ong
fl ow and then comes back (undergoing an | P-handover) quickly to
its typical |ocation, the |longer portion of the flow would be
after the | P-handover. Thus, it is reasonable to select the
typical location’s nobility anchor for such flow when initiated.
This results in tunneling part of the flow s data traffic when
initiated but in routing optimally nost of it afterwards.

The anal ysis descri bed above would be still valid if the nobile
node has nore than one typical |ocation. However, the benefits
may not be in sone cases as great as those of the one typica

| ocati on scenario, depending on the nobile node’s novenents. |If
there is no clear benefit fromselecting one out of the nobility
anchors, the network context (i.e. level of |oad on each nobility
anchor) cones into play |eaning towards selecting the nobility
anchor that is less | oaded. Another refinenent is to add the tine
of day to the statistics collection in the nobile node’s
attachnents history. |If it is noticed that one of the typica

| ocations is nore popular than the others, this helps in selecting
a nmobility anchor according to the time of attachnent.

Sone exanples on this scenario are (cf. Table 1) RT gam ng, audi o/
vi deo conferencing, live stream ng | PTV, GoPro, video report,
vi deo stream ng in vehicles, and canctorder downl oad.

Scenario 6: running applications generating both |ong and short flows

If it is possible, the short and |long flows should be

di stinguished as follows. Wile short flows are assigned the

cl osest nmobility anchor which is the current access router, |ong
flows are assigned the typical location’s nobility anchor. In
this case, the nobile node uses several |P addresses

simul taneously e.g. the one related to the typical l|ocation for
all long flows and the current I P address for short flows. Hence,
t he nobil e node needs a source address selection nmechanismin
order to distinguish between the different | P addresses when
initiating a fl ow
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4.3. Fairly stationary nodes
Scenario 7: running simlar or different applications

In fact, a fairly stationary node has one typical |ocation for
alnost all the tinme. The nobile node selects always the typical
| ocation’s nobility anchor, which is the current access router

nost of the tine.

Some exanples on this scenario are (cf. Table 1) RT gam ng, audi o/
vi deo conferencing, live stream ng | PTV, video report, and
cancor der downl oad.
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5. Security Considerations

TBD.
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0. | ANA Consi der ati ons

Thi s document has no actions for | ANA.
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